Порядок получения и замены Неквалифицированной Электронной подписи для использования в информационно-торговой системе QUIK

[1. Общие положения 1](#_Toc459990569)

[2. Процедура начала работы 1](#_Toc459990570)

[3. Процедура замены Ключей ЭП и Пароля, присвоенного Клиенту. 2](#_Toc459990571)

# Общие положения

## Неотъемлемым условием начала и дальнейшего использования Клиентом ИТС QUIK с Неквалифицированной ЭП является заключение с Банком Соглашения об использовании ЭП.

## Клиент обязуется использовать полученную ИТС QUIK со встроенным СКЗИ «Сигнал-КОМ» исключительно на территории Российской Федерации.

# Процедура начала работы

## При получении Банком от Клиента Заявки на использование ИТС QUIK (Приложение №1 к Порядку обмена сообщениями и обеспечения технического доступа к информационно-торговой системе QUIK) – (далее - Заявка) с указанием (выбором) в Заявке использования ИТС QUIK с интегрированной библиотекой криптографических преобразований «Message-PRO» на базе средств криптографической защиты информации «Крипто-Ком 3.3», имеющей действительные на момент использования сертификаты ФСБ России, подтверждающие соответствие программного обеспечения требованиям к средствам электронной подписи, ЗАО «Сигнал-КОМ» (далее - ИТС с Неквалифицированной ЭП) Банк проверяет правильность и полноту заполнения Заявки.

## В случае некорректного или неполного оформления Заявки Банк отказывает в предоставлении услуг, предусмотренных Приложением №20 к Регламенту.

## В случае корректного оформления Заявки Банк выдает Дистрибутивный пакет на цифровом носителе по Акту приема - передачи дистрибутива СКЗИ ЗАО «Сигнал-КОМ» (Приложение №3.1 к Порядку обмена сообщениями и обеспечения технического доступа к информационно-торговой системе QUIK).

## При использовании Неквалифицированной ЭП создание и регистрация Ключей ЭП Клиента осуществляется в соответствии с инструкцией, встроенной в Дистрибутивный пакет, в следующем порядке:

### Клиент самостоятельно:

#### создает Ключ ЭП и Ключ проверки ЭП и формирует электронный файл запроса СКП (далее – Запрос), присваивает Пароль, который будет использоваться в процессе аутентификации в ИТС QUIK Банка. По завершении процедуры генерации Запрос в автоматическом режиме сохраняется на сервере Банка;

#### подписывает два экземпляра Акта признания Ключа проверки ЭП юридического лица или индивидуального предпринимателя/ физического лица для обмена сообщениями в системе ЭДО ПАО Банк «ФК Открытие» (далее – Акт признания ЭП) (соответственно, Приложения №2А или №2Б к Соглашению об использовании ЭП) и Сертификат ключа проверки ЭП (Приложение к Приложению №2А или №2Б к Соглашению об использовании ЭП соответственно).

### Банк:

#### принимает и проверяет Запрос на сервере Банка;

#### в случае отрицательного результата проверки Запроса Банк не формирует СКП Клиента и извещает Клиента о необходимости повторного выполнения процедуры создания Ключей ЭП в соответствии с п.2.4.1 настоящего Порядка;

#### в случае положительного результата проверки Запроса Банк с помощью программного обеспечения «Notary-PRO» ЗАО «Сигнал-КОМ»:

1. выпускает файл СКП Клиента;
2. передает Клиенту для подписания два экземпляра Акта признания ЭП и Сертификата ключа проверки ЭП;
3. принимает от Клиента один подписанный Клиентом экземпляр Акта признания ЭП и Сертификат ключа проверки ЭП;
4. передает файл СКП Клиенту на электронный адрес, указанный Клиентом в Запросе.

### Клиент:

* + - получает файл СКП и в соответствии с инструкцией, встроенной в Дистрибутивный пакет, устанавливает файл СКП на Рабочем месте Клиента.

## Не позднее двух рабочих дней с момента подписания Клиентом Акта признания ЭП и Сертификата ключа проверки ЭП Клиент получает возможность совершать операции с использованием ИТС QUIK.

# Процедура замены Ключей ЭП и пароля, присвоенного КлиентУ.

## Замена Ключа ЭП и Пароля осуществляется Клиентом самостоятельно средствами Дистрибутивного пакета в следующих случаях:

### по инициативе Клиента;

### по окончании срока действия Ключа ЭП (использование Ключа ЭП, срок действия которого истек, прекращается автоматически);

### при Компрометации Ключей ЭП.

## При замене Ключей ЭП по инициативе Клиента или по окончании срока действия Ключа ЭП Клиент, не позднее чем за пять рабочих дней до планируемой даты прекращения использования Ключа ЭП, выполняет процедуры в соответствии с пунктом 2.4.1. настоящего Порядка.

## При замене Ключей ЭП в случае Компрометации Ключей ЭП Клиент осуществляет действия в соответствии с разделом 3 Порядка обмена сообщениями и обеспечения технического доступа к информационно-торговой системе QUIK (Приложение №20 к Регламенту).